
 

 

 

Allow Users to Access Blocked BenQ Apps Through the Google Admin 
Console 

 

If your users are getting a message telling them “Access Blocked” when trying to load AMS or EZW 
Web, you need to add the apps into your Google Workspace as Trusted 3rd party apps. 

 

 

 

Log in to your Google Admin console as an administrator.  In the search bar at the top of the 
screen, type API Cont.  Select API Controls when the option appears. 

 

 



On the next menu, select Manage Third-Party App Access 

 

 

 

Next, click on the Add App Button and select the OAuth App Name or Client ID option. 

 

 

 

 

 

 

 

 



 

 

To find the App you want, enter BenQ AMS in the search window.  Then select the BenQ AMS 
option.   

 

 

The next menu is where you select the OAuth Client ID.  There is only one option to select, as BenQ 
AMS is a web-based application.  Check the box for the option presented and click Select at the 
bottom of the screen. 

 

 



 

Now you must select the Scope of the app.  Here you can select the organizational unit(s) or you 
can select All Users.  After making your selection, click Continue. 

 

 

 

The next step is to set the level of permission to access Google Data.  Select the Trusted option, 
then click Continue. 

 

 

 

 

 

 

 



The final step is to Review your selections and click on the Finish button. 

 

 

You should repeat this process for each of the following BenQ Apps – BenQ IAM and EZWrite 6.  For 
EZWrite 6, be sure to select the Web version using this method and the Android app.  To select the 
Android version, select the Android option then follow the same steps as described. Keep in mind 
that the search is case sensitive.  

 

 

 


